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Charles E. Richardson III

Vice President and Secretary

I, Charles E. Richardson III, certify that I am an officer of Momentum Telecom, Inc. (the Company), and
acting as an agent of the Company, that I have personal knowledge that the Company has established
operating procedures that are adequate to ensure compliance with the Federal
Communications Commission's (FCC) CPNI rules. See 47 C.F.R. § 64.2001 et seq.

Attached to this certification is an accompanying statement explaining how the Company's procedures
ensure that the company is in compliance with the requirements set forth in section 64.2001 et seq. of the
FCC's rules.

The Company has not taken any actions (proceedings instituted or petitions filed by the Company at
either state commissions, court systems, or at the FCC) against data brokers in the past year. The Company
has not received any customer complaints in the past year concerning the unauthorized release of CPNI.

Signed ~.....----
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Momentum Telecom, Inc.
2700 Corporate Drive Suite 200

Birmingham, AL 35242

Momentum Telecom, Inc. (the Company) is a competitive local exchange carrier (ClEe) with retail
telephone customers (customers) in nine southern states.1 The Company authenticates customers without
the use of readily available biographical information (such as customer's social security number, or the last
four digits of that number, the customer's mother's maiden name, a home address, or a date of birth), or
account information, prior to (i) allowing the customer online access to CPNI related to a
telecommunications service account or Oi) verbally communicating CPNI to the customer. Specifically, the
Company authenticates its customer through a password previously mailed to the customers address of
record with the Company

The Company notifies customers promptly by mail whenever a password, customer response to a backup
means of authentication for lost or stolen passwords, online account, or address of record is created or
changed. This notification is not provided when the customer initiates service, including the selection of a
password at service initiation.

The Company does not share CPNI with third parties for purposes of marketing products or services.

The Company will report CPNI breaches electronically within 7 days to the US Secret Service and the FBI
through the designated central reporting facility at https:ljwww.cpnireporting.gov. Following electronic
notification to the designated central reporting facility, the affected customer will be promptly notified by
mail.

The Company protects its stored CPNI records via a password protected, secured web site.
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